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Introduction

IT technologies is one of the most discussed areas of the administration of government
improvement. To identify status and trends of national e-government interoperability

frameworks an expert survey was conducted.

The latest draft version of the EIF defines interoperability as “to interact towards mutually
beneficial and agreed common goals” and covers the political and legal level additionally to
the organizational, semantic, and technical dimension, already defined by the first version of
the EIF'. The five interoperability dimensions and the three defined groups of survey
questions are correlated: on a supranational level political and legal issues are most relevant,

while interoperability frameworks often cover technical standardisation and semantic assets.

In this article organisational interoperability is used for the interoperability of real word
models and sets of problems connected with politics, laws, and IT project management. The
content of interoperability frameworks is described by the expert comments as the elements of
the interoperability infrastructure. Pan-European services provide the necessary coordination

of activities concerning organizational issues and technology.

The survey questions can be divided into three groups: organizational issues, content of
national interoperability frameworks, and principles of organization and implementation of a
supranational framework. The survey consisted of 15 questions, six concerning the
organizational layer, seven describing the content of interoperability frameworks, and two
dealing with a supranational framework. The survey was set up with multiple choice

questions, giving the opportunity to comment most of the questions.

Organizational issues

The organisational questions cover the main stages in e-government development, participants
of translation services to electronic form, the preferred department to lead the process, and the

role of the private sector in the electronic services provision.

The first organizational question was about the milestones of e-Government development,

asking for the key stages of the development and evolution process®. Experts identified as key

LEIF v2 draft & EIF
% Q4: What milestones are helpful in the national development of e-Government?



points the creation of a national e-GIF and the establishment of full government support. The

standards profile was ranked third, together with the setting up of a federal repository.

A common point of view on the evolution process, provided by the expert comments, is
reflected by the following statement: “fzoo many projects start from a clear surface and try to
design a perfect world, but bigger enterprises acknowledge that their field of operation is not
homogeneous, and some diversity is necessary. Nationwide, it is even more important to
realize that one all-encompassing solution usually hinders more than helps actual

interoperability ”.

This is highly correlated with the concept of incremental or evolutionary life cycles, as
recommended in 1ISO 15288, creating the functionality of the system not all-at-once, but step
by step. So also the investments in the development will be gradually. Projects that involve
significant cash flow, but show results only at the end of the project, are risky business and
often end in inappropriate solutions. An applicable way to deal with this problem is to first
implement a compact core, and then to develop new modules by requirements and the clear

option for integration.

In systems engineering there is a model, the Incremental Commitment Model (ICM)?, which
organises design and acquisition processes in ways that better accommodate the different
strengths and difficulties of hardware, software, and human factors. The sense of a model is to
achieve a better system architecture, which allows for the delay of payments and provides

functionality as soon as possible.

The question regarding the department, which shall supervise the e-Government, most experts
agree that it should deal with profile ministry of communications and technology, or cabinet.
(Q5 Which department should have the lead in e-GIF development?). This correlates with the

opinion that the transition process to electronic services need full support of the government.

It should be noted in the United States a significant role in e-government plays the Office
Management and Budget (OMB). The OMB mission is “oversees and coordinates the
Administration's ... information policies” and “evaluates the effectiveness of agency
programs, policies, and procedures”. The OMB with the active participation General
Accounting Office was prepared Federal Enterprise Architecture, where the first model is the

Performance Reference Model.

® The ICM is used for Integrated System Acquisition, Systems Engineering, and Software Engineering (Barry
Boehm and Jo Ann Lane, University of Southern California, Center for Systems and Software Engineering).



Series of questions about the role of business, science, vendors in the process of e-government
(Q7 Who should participate in a standardization committee? Q11 Is it possible to use
corporate sector experience for e-Government sector? Q12 Where is it possible to use
corporate sector experience for e-Government sector?) expert opinions is that business must
play an important role in all activity: standards development, e-Gov projects management and

services delivery.
Detailed comments on the question following:

Actually you need political decision makers and all stakeholders in order to adopt AND
implement standards. | would recommend two tier structure + thematic working groups. Final
decision should be made by a government advisory group consisting of politicians and CI1Os
from the most important departments (internal affairs, public administration, departments
responsible for the citizen, land and company registers) + national CIO if there is one.
Operational committee should comprise business practitioners, vendors, scientists and
representatives of NGOs. It should prepare final drafts of documents for adoption by the
government advisory group. Actual documents should be prepared in thematic working
groups under the jurisdiction of the responsible department, and include all stakeholders in an
open way in order to make best use of the available knowledge and experience and also

service users' business requirements.

The most disputed topic about role of business in e-government is Public—private partnership.
Public—private partnership (PPP) describes a government service or private business venture
which is funded and operated through a partnership of government and one or more private
sector companies. A private sector consortium forms a special company called a "special
purpose vehicle" (SPV) to develop, build, maintain and operate the asset for the contracted

period.

Governmental and nongovernmental agencies promoting PPP in different countries, please
visit the UN*. Many agencies have been copied model of PPP from agencies UK (Partnerships
UK®).

Q15 Is your framework / are your regulations mandatory?

* http://www.unescap.org/ttdw/ppp/PPPUnits.html
> http://www.partnershipsuk.org.uk/PUK-Background.aspx



Content of interoperability frameworks

Most of the answers and comments on the implementation of electronic services is connected

with establishing e-government infrastructure.

(Q1: How many of the new e-government projects (i.e. applications) comply with your
framework's recommendations? Q2.Does your framework reflect all relevant topics? Q3 What
is the most important element of an e-GIF? Q6 Which part should be stressed more in the

framework document?)

Infrastructure of e-government can be defined as unified information system for exchange
data and technologies and provide services access for citizens and business by universal

interface independent on service type: one or multiple agencies.

Topic of infrastructure is one of the most represented in the comments of experts. Some

interest coments on infrastructure:

“Action plan on electronic government (2010-2015) push interoperability through 4

layers/principles
- common methodologies (such as: ABC on design, project plans, ITSEC ...),
- common (central) applications (such as: e-Payment, e-GovPortal, e-Directory, ...),

- common set of reusable building blocks (such as: BPEL/ESB Toolbox, Authentication,

Authorization, SVN, e-Delivery, e-Safe ...),

- common infrastructure (such as: Common gov. wide network, PKI, Data center Cloud ...).”
“e-Document, eFile, eSignature Policies, data models, etc.

Improvement and extension of existing common infrastructures and services.

universal semantic model, known as the "Open Business Concepts”

“a central service-oriented Interoperability Platform (1AP)

allows information exchange between Public Entities and broadens the communication

channels between Public Administration and Citizens.
IAP independent services:

- Integration Platform - provides an easy and integrated delivery of cross-cutting electronic

services, becoming a cornerstone in the process of administrative modernization;



- Identity Provider (IDP) - allows authentication using the Citizen Card in portals duly
accredited and authorized for that purpose on elD card. Foreign Citizen ldentification is
accomplishing with Stork Project. Briefly IDP will allow Single Sign-On between Public

sites.

- Payments Platform - allows the availability and integrated management of multiple payment

methods for different channels;

- SMS Gateway - Enables the sending and receiving SMS via short numbers between citizens
and public administration bodies, enlarging the number of available channels of contact for

managing the relationship with citizens.

IAP has an Identity Federation mechanism - Interoperability Citizens personal information
and a Canonical Data Model for Interoperability systems with different data models.

It also has a web service repository where all Public Entities can chose the services they want
to use. iIAP will also be the entry point that will allow to fulfil the EU Services Directive. It is

already prepared to do so.”

The NIF of Spain involves next aspects of interoperability
the organizational, semantic and technical dimensions
the standards stated for the interoperability

the common infrastructures and services are considered as recognized elements of

dynamization, simplification and dissemination of interoperability

the reuse of the applications of Public Administrations, documentation and objects of

information
the interoperability of the electronic signature and of the certificates

Information about which APIl:s/data is available from each agency and who to contact

(displayed on a central website).

Reference semantic model (at conceptual level, a way of expressing the core business

knowledge)
Support for national taxonomy (vocabulary) including definitions

Spain



e Inventory of administrative and registry offices: Done through the Common Directory
— Directorio Comun); and associated codings (Something equivalent would be the IMI
DB of competent authorities). Interconnection of registry offices: Done through the
system called SIR.

e Administrative network for Services delivery

e “Interoperability nodes” - entities that provide IOP services (Org., Sem., tech.) to
facilitate the access to BASIC REGISTRIES (e.g. ldentity, Residence, Cadastral
information, Tax information, Social Security information, Education titles...).

e Semantic assets (equivalent to SEMIC.EU)

e Use of standards; Catalogue of standards

o eldentification, eAuthentication, eSignature, Electronic Identity Card (DNI-e).

e eDocument and eFile, XML structures for exchange of Documents and Files.

Based on these comments we can draw a new picture on the elements of infrastructure and

provide a brief description
Regional or local service provider has following difficulties for IT development:

o the impossibility to get proper funds for the realization of innovative processes,
o the lack of adequate skills to support innovation,

o the lack of a proper technological infrastructure.

For effective service providing government need to create a powerful infrastructure, to shift

the development and adaptation activity from the local information systems to infrastructure.

Infrastructure for services providing is analog to outsourcing service delivery, when some
steps are performed by external service providers. This allows improving the internal
efficiency of government agencies and increasing quality the monitoring and control services.
Infrastructure performs in storage, data conversion and processing. Departmental applications
within the infrastructure carry out specific functions, using common directories, Web

services, digital signatures, e-payment systems, etc. (see Figure 1).
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Figure 1: Infrastructure elements for e-gov services

One of the interesting of issues of infrastructure services is of public service register. In the
comments of the expert from Spain, this question is described as follows “Services provided
are identified; also administrative units. Inventory of administrative Procedures and services
provided: in the General State Administration done with System of Administrative
Information (SIA)”.

This electronic register is present the set of government and municipal services according to
functions of the federal, regional and municipal governments. On the one side this is
inventory of functions to eliminate duplication and identified function which apply to
agencies, but not executed. On the other side this register can help with continuity of services
in case of changing heads of state, region and municipality. It is known that with new
president, head of region changes the structure of government, executive authority,
redistribution of functions. For federal level it is most typical problem for presidential
republics (this happens in the U.S., Russia, France and other countries with similar
legislative). Similar problems can be with leadership changes at the regional level, the
municipality. Restructuring and reallocation of functions occur by different reasons, mostly
political and companionship, and outsiders cannot find a rational basis of this. Register of e-
services in this case can be a constructive tool for separate organizational units and services

executing and delivery.



Detailed classification of the functions federal government made by UN®. The independence
of the functions of organizational units as a basis for model Business Reference Model (BRM
FEA).

As a result of this model is on the one hand, set of function as "boxes™ and departments on the

other hand. Classification of functions is a connection the functions and departments.

This approach allows not to lose any functions, eliminates duplication and create portable
form of functions to transfer of services provider between departments. PPP model can help to

realize this assumption.

Quite interesting and actively commented was a question about problems of interoperability.
(Q8 Which dimension causes most interoperability problems?, Q10 Which element can solve
some main problems of inter-/national interoperability quickly? ).

Most experts as a barrier defined the organizational and semantics problems. Some

comments:

80% of all problems are purely organizational

laws are not harmonized

Data sharing among Public Entities

Different governmental entities from each country have different goals
Different legislations

Lack of semantic

meta data of the e government entities

A large number of factors determines the outcome of electronic services providing.. Activities

in this area are also quite a lot.

The main outcome of electronic services is measured efficiency of supported workflow. How
the system of electronic services will remove the restrictions of workflow, and increase the
operation efficiency or reduce the current cash flow for operational cost or by increasing the

volume of operations, of course by demand from citizens.

The main functional criteria for effectiveness evaluation is increase in the throughput in the
declared system activity. We are talking about Goldratt Theory of Constraints (TOC), which
says that we can estimate the increase of the throughput by removes the restrictions.
Achieving more of its goals by a very small number of constraints

Important issue at this stage - a correct assessment of boarder because throughput increases at

® Classifications of the Functions of Government (COFOG),
http://unstats.un.org/unsd/cr/registry/regcst.asp?Cl=4



the boundary of the system. Border agencies does not coincide with the boundaries of cross
department process, and involved agency can be at different life cycle stage, so it is useful
evaluate constraints for full system and full lifecycle stage of e-service, individual

participants, including infrastructure.

Q13 Which standards do you trust more?

Supranational infrastructure

One of the main objectives of the study was to summarize experience of the NIF for including

to supranational framework. By this theme were two questions

(Q9 Who can lead a supranational framework? Q14 Do you feel (still) committed to

implement the following things?)

Experts agree that the coordinating role of this activity should play the European

Commission.

Development of pan-European electronic services requires creating a unified environment for
data access and of common application technologies. Data models and semantic data
exchange formats are a key resource for interoperable exchange. For interoperability of
different repositories project Semic.eu prepared document the Asset Description Metadata
Schema (ADMS)’.

As example of metadata integration may be the result of the project integration Core Person

metadata for the open data (see Figure 2).

" http://www.semic.eu/semic/view/documents/adms-specification-v0.6.html



Figure 2: Identification of a person in e-government context® (Peristeras YEAR?)®

Coordination of information technology on the one side requires standardization and the other
monitoring trends in technological progress and follows this trend, not to be a brake of
development. One of the trends is Cloud Computing. The development of a European Cloud
Computing Strategy is one of the actions of the Digital Agenda'®. Cloud Computing
represents a paradigm shift away from today's decentralised IT systems. European
Commission begin consultation with stakeholders and interested parties on the needs, barriers

and opportunities of the use and provision of cloud computing™.

Shift from datacenter ideology to cloud computing promoted by federal CIO of USA Vivek

Kundra®? as factor of federal spending on information technology.

Suggestions for Implementation

A supranational pan-European interoperability framework, such as the EIF, is to supplement
the national approaches in topics that on the national level cannot be addressed adequately. In
order to fill the recommendations and regulations with life a simple maturity model needs to
be followed, as shown in Figure 3. The political, legal, and organisational dimensions need to
be handled first in order to set up an environment, in which the technical and semantic

developments will be applied be mew projects. Adoption is one of the most important issues.

& Based on the evaluation of four assets (Person models of Austria, Denmark, France and Germany).
9 Peristeras V., SEMIC.EU: Towards Linked Government Metadata,
http://www.slideshare.net/init_brussels/peristerasvassiliostowardslinkedgovernmentmetadata

1% http://europa.eu/rapid/pressReleasesAction.do?reference=SPEECH/11/50.

Y http://ec.europa.eu/yourvoice/ipm/forms/dispatch?form=cloudcomputing

12 http://news.cnet.com/8301-13772_3-10353479-52.html
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1. Encourage full management/political support
(Political Dimension)

2. Provide appropriate organisational environment
(Organisational Dimension)

3. Provide appropriate legal environment
(Legal Dimension)

4. Promote technical standardisation
(Technical Dimension)

5. Build up semantic assets
(Semantic Dimension)

Figure 3: e-GIF maturity model

As described in some of the expert comments, some e-GIFs already needed to be set up new,
since the original version turned out to be inapplicable in the real world. Each one of the
stages has its own specific questions, which will be explained in the following on the example

of a pan-European framework approach.

Regarding the political support the supranational framework needs to be acknowledged and
supported by all national approaches. On the national level it is important to understand the
supranational approach not as a rival, but as a supplement. All national organisations need to
show full commitment to the common goals. Only then they will handle step two and three of

the stage model appropriately.

If the political commitment is ensured the organisational environment needs to be set in place.
In order to drive the development an enduring organisational structure with roles and
responsibilities is necessary, which is independent from individual actors or political changes
in the country. Within the survey it turned out that the best performing countries, such as
Denmark, had the least changes in the organisational structure over the last 15 years. Clear
responsibilities are very important in order to avoid time consuming negotiations or “no-one

responsible” situations.

Finally, before dealing with the technical and semantic interoperability issues, the legal
environment needs to be adjusted and proper law enforcement regulations need to be set in
place. This is necessary to have the tools in hands to force those who are reluctant to apply the

regulations.

11



If all those steps are dealt with it is time to start with technical standardisation and the
development of semantic assets. Common standards profiles and common architectural
methods will prove appropriate tools to drive interoperability, as long as the political,
organisational, and legal dimensions allow their enforcement. To simply trust in the good will

of the affected people is a risky business and can lead into a dead end.

Developing solutions for the technical and semantic dimension the experts commented that
the development cycles should be short. But agile software development is a general trend,
not only in the e-government sphere. The potential users need to be involved early and
throughout the whole development cycle. The first projects should start with those solutions
that need the least efforts, but offer the most effects, like a standards profile. This will build

credibility and will help to ensure commitment.

The organisational, legal, and political dimensions are not set into stone. They need to be
monitored from time to time for their effectiveness and efficiency. These three dimensions are
the ones, which need the longest time be come into force; another reason to handle them
before dealing with technical and semantic issues. In contrary, some technical solutions may

be implemented short term.

Further harmonisation

There are a number of topics that are applicable to further standardisation and harmonisation.
A European standards body, in which the national e-government bodies work together on
common standards, could drive the relevant progress. Since a big bang approach usually ends

up in chaos, some smaller iterations of standardisation seem more appropriate.

For instance, the survey revealed that all the study subjects sooner or later stated identical
aims and principles. But likely, for each country the stated aims and principles do not have
exactly the same meaning. On the European level the meaning of these aims could be
harmonised and defined. Since the political context in the EU countries is rather equal such
common definition should be feasible. National approaches may refer to the definitions and
everyone gets the same idea of what exactly is claimed by, for instance, “back-office
integration” and which concrete measures should be performed, enabling the assessment of

the target achievement.

In a next step the assessment criteria for the evaluation of standards need to be further

harmonised. With the CAMSS projects there is already work on-going that should be valued
12



and promoted towards a common European approach. Harmonised assessment criteria offer
the opportunity to rationalise the assessment of standards among Europe. It should be
reminded that standards already went through a public due process where usually
representatives of all countries participated. There is no need to assess the standards again,
and again. When the assessment criteria is harmonised, the assessment of only one actor

would be sufficient. Others can assess the standard based on the assessment report.

The next step will be to harmonise the classifiers. The survey revealed that the approaches are

quite similar, however. Therefore, further harmonisation would be feasible easily.

A harmonisation of the general structure of the framework documents, finally, would provide
the benefit that required information is be easily identified. This is especially important when
dealing with documents which are written in different languages.

How can Russia use the European experiences

Development of information technology in management and administration is traditional in
Russia. There were large-scale initiatives in the area of automation of the administration of
government in USSR in the last third of the previous century, such as creation of an all-state
automated management system (AAMS) and related projects on enterprise-level management
(AMS) and technological process management (TP AMS). Experience of the Russian practice
shows that consistency and coordination of all projects and initiatives is necessary to
implement efficient informational exchange in the administration of government. In this case
information technology is the tool which allows creating the growth potential; and the scope

of realization of this potential depends on the aggregate of organizational and political factors.

Federal purpose-specific program Digital Russia (2002 - 2010) was the most important
initiative for the modern stage of development. Approximately 190 projects in different areas
had been implemented in 2004 - 2009 within the frames of the program. The program
included 13 projects on architecture and interoperability, 26 projects on unified databases and
classifiers, 18 projects on technical infrastructure layer, and 22 projects on the client interface
channels. Several projects account for solutions for management and administration
automation at the macro level (AlIS DROND, etc.), at the regional level, for automation in
cultural, educational, and health activities. Most projects, which are about 30, were
implemented for IT projects management in the state sector: authority and regional websites

monitoring, evaluation of the efficiency of the Federal purpose-specific program Digital

13



Russia (2002 - 2010) implementation. Materials of the projects were published at the website
of the Ministry of Economic Development of the Russian Federation™>. A consortium for
standardization in the area of digital state, Institute of the Digital State Architecture, was
founded in 2004, At the end of 2008 the Presidential Council on the Informational Society

Development in the Russian Federation'® was created. The Council comprises an expert and

consultancy group.

The Strategy for the Informational Society Development in the Russian Federation™ adopted
in 2008 should be mentioned among current documents. Presently active works on
implementation of the Interagency E-Circulation of Documents System and Universal Digital

Map projects are in progress.

However the attitudes of the experts are quite different, as the survey on the interoperability
management conducted on two sites - Russian GosBook™’ [6] (national expert network for the
administration of government specialists and experts from different spheres of life) and

European site of the pan-European services interoperability project18 - shows.

The experts had 15 questions to answer from three themes: informational technology
processes management, content of the main document on interoperability and third block on
the principles of international interaction, which was more for the EU countries. The survey
offered two types of answers: selection between offered options and comments. The response
in the form of comments was the most valuable, since it showed a significance difference in
the opinions. European experts were describing solutions of specific tasks, while Russian
experts demonstrated their discontent at the situation with the ICT processes management.

Here are some comments on the content of the document describing the principles of

architecture:

"Analytical work in expert groups is necessary. There are no real activities of necessary scope
and quality in the country, since the DSA (Digital State Architecture) has not been recognized
and organized at the official level. The work on some specific architecture is being conducted

in several projects, but these are the object of totally different scale™.

13 http://aisup.economy.gov.ru/pubportal/

14 http://www.iaeg.ru/

15 Vka3 [Ipesunenra P® ot 1 HosOps 2008 r. N 1576

16 IMocranosienue npasurenscTsa N [Ip-212 ot 7 pespains 2008 r.
17 http://www.gosbook.ru

18 http://www.semic.ru
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"Current works mean there are no current works. Russia does not, and will not, have any such

state document as the Digital State Architecture and Digital Government Architecture”.

The documents include the System Project for Creation and Use of the Digital Government
Infrastructure, which has received mixed opinions from the experts 9 And the system project
was published on the behalf of the Ministry of Communications and Mass Communications
of the Russian Federation, while the projects in this area implemented within the scope of the
FSP Digital Russia (Digital State Architecture and Software Architecture fir Digital
Government) had been conducted under the supervision of the Ministry of Economic
Development, though several projects were repeated.

Here is one of the expert's comments on the system project: "Russia has no official document
titled Digital State Architecture, there is only crippled System Project of Digital Government -
2010".

Apart from this document the experts state the need to develop methodology for introduction
of the architecture principles, evaluation of state and other documents. Here is the comment
on the elements necessary to implement the architectural approach. "Merger of the Enterprise
Architecture Methodology and approved organizational description (including financing of
the architectural process) as a minimum, plus other documents and tools on further stages".

Organizational issues are still the main bottleneck for the IT initiatives. Russian experts
mention organizational issues as the major problem hindering interagency interaction
development. Some comments on this issue: "There is no mechanism for coordination and
regular orientation of the agencies to the joint activities of different divisions and support with
exchange of "own" data. The support to other compatibility aspects is needed in order to

promote such orientation (new regulations, formation of unified semantic models, etc.)".

The Regulation of the Government of the Russian Federation No. 451 dated 08.06.2011 On
Infrastructure Supporting Informational and Technological International of Informational
Systems Used for Provision of State and Municipal Services in Digital Form has become one

of the steps on the way of the e-state infrastructure generation.

If you look at the ICT management system in the state sector (picture 2), issues of the
aggregate of the documents on the IT solutions requirements and an agency, which would be

responsible for the ICT policy implementation, are still not solved in Russia. There is a

19 http://www.goshook.ru/node/6697
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comment from one of the participants of the survey: "Russia lacks a personified state agency,
not Government, authorized to take decisions on interagency compatibility of information
systems which would be mandatory for all ministries and agencies. There is no such notion as

a senior federal ICT officer".

Committee,
Expert Council

Senior Audit )
Executive Body

Authority
defines
implements
—— eGov office
gives an opinion
conducts
A controls
Financial ( .
Audit ‘ ‘ Projects —
. issues eGov documents
Performance — e

i rojec A

Audit | 2

Reports

Architecture: framework architecture
models

Interoperability: basics of organizational,
semantic and technical interoperability
Standards: an aggregate of management
and technological standards

eGov Solutions:

e Infrastructure services

repository
e Client processes’ services

Picture 2. Main stakeholders and their functions in the ICT policy

If such a body existed, it would be possible to resolve the problem if the informatization
policy continuity after change of teams at the ministries responsible for the informatization
area, Ministry of Communications and Mass Communications and Ministry of Economic
Development. This problem arises in each of transfer of the coordination functions from one
department of the ministry to another one, and also in case of change of the teams after
elections. Administration of government automation projects are large-scale and long-term, so
any change of priorities and cancellation of specific projects at the stage of completion should

be subject to very reasonable reasons.

No the issue of the infrastructure development is within the responsibility of the Ministry of

Communications and Mass Communications and Rostelecom as a sole contractor for

16



maintenance of the eGov infrastructure””. The activities on the infrastructure creation and use
should be coordinated with such strategic initiatives as Innovational Russia 2020 Program,

which is run by the Ministry of Economic Development.

A repository is an important element of the eState infrastructure, but it is not regulated by any
existing documents on the Russian Federation. The repository would allow access to the data
on subjects, themes, interagency activities models and administration of government data
models. As a rule the repository is supervised by the agency responsible for the ICT
initiatives.

Main informational assets of a repository include set of standards, administrative process
models, data exchange format documentation, rules of data transformation and subject area

components.

Together with the issue of a unified coordination center Russia also faces the problem of
external performance audit. Picture 2 shows a senior controlling body as the external auditor.
Chamber of Accounts would be such body in Russia. Though the Head of the Chamber of

Accounts S. V. Stepashin talks about ideas of the IT projects performance monitorin921, it has

not yet become a subject to systematic control.

The initiatives (including federal and regional specific-purpose programs) include
interrelated, parallel or subsequent projects unified by common goals. It is necessary to
coordinate interrelated initiatives in order to reach the strategic goals. The task of obtaining a
large-scale effect of the e-Services may be solved by larger amounts of introductions in

different areas. This supposes larger scope of coordination of the initiatives and projects.

20 ITocranoenenue IIpaButensctBa PP ot 15 okTstopst 2009 r. N 1475-p
21 http://lwww.gosbook.ru/node/5544

17


http://www.gosbook.ru/node/5544

1. Appendix
Q1: How many of the new e-government projects (i.e. applications) comply with
your framework's recommendations?

GRAPHS Semic.eu: n=84 Russia: n=7

Russia Community

Semic.eu 0
0% % __0%
38%
14%

m<25% MW25%50% 50%-75% ®>75% Unknown

Q2: Does your framework reflect all relevant topics?
GRAPHS Semic.eu: n=81 Russia: n=7

. Russia Community
Semic.eu 0%

17%
33%

B Yes Donotknow mENo

SUMMARY OF COMMENTS FROM SEMIC.EU COMMUNITY

Ans
wer

Comment

Yes | A major revision is under way.
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Action plan on electronic government (2010-2015) push interoperability to the new projects through 4
layers/principles: - common methodologies (such as: ABC on design, project plans, ITSEC ...), -

Yes | common (central) applications (such as: e-Payment, e-GovPortal, e-Directory, ... ), - common set of
reusable building blocks (such as: BPEL/ESB Toolbox, Authentication, Authorization, SVN, e-Delivery,
e-Safe ...), - common infrastructure (such as: Common gov. wide network, PKI, Data center Cloud ...).

No All aspects of enterprise architecture are under development. Most important aspect is a common
information architecture for whole public administration.

Attempt to set realistic goals, as the current framework has proved to be nonfunctional. Removing the

No | focus from a common content model in the backend and moving it to the interoperability/service level.
Attempting to setup common guidelines for all websites of the public sector.

Creation of distributed version of standard, creation of more national language versions of standard,

Yes | creation of security (identity management) extensions of the standard, discussing integration of the
standard in Promise initiative

Yes | Data unification and formalization.

Yes | Definition of semantics by which information is categorised and linked.

Yes | Designing a Semantic Portal on the Spanish Civil War and the International Brigades.

No | e-Gov in Colombian public administration.

No | Efforts for bringing semantics into standard data integration models (OGC model, Orchestra, ...)

No | For new Communication scenarios new sub-packages are continuously being developed

/ I am citizen and | have no opportunity to engage in the process of building a framework.

/ I suspect too little attention is being paid to some of the topics raised in answer to questions below.

Yes I work on a methodology to develop national interoperability framework (NIF) in the new context of EIF
2.0 and digital agenda and the necessary architecture for NIF (my PhD thesis).

/ In our country, there is no approved comprehensive e-Gov Interoperability Framework. In this moment,
there are isolated parts completed only and governmental support for this task is lax.

No | interoperability of documents deciding on standards for document formats
Issues on semantic operability / juridical interoperability and organizational interoperability have the

Yes . 7
main focus. The more technical issues follow on the outcome of [message stopped here]

Main work in progress: - Development of a series of technical norms which develop the Royal Decree

Yes | 4/2010, about e-Document, eFile, eSignature Policies, data models, etc. - Improvement and extension of
existing common infrastructures and services. Development of new ones

No | Mandatory by law, under development
On the methodology side, Praxeme is a comprehensive framework that covers every aspect of the
system, from strategy to deployment. On the model side, we are developing a universal semantic model,

Yes " - " : . .
known as the "Open Business Concepts". These provide accurate representations of core notions that can
be shared by administration and other sectors.

No | Semantic

No | since we are a small organization, we extend our framework in an agile processing
The Brazilian e-PING initiative has published yearly recommendations to ensure interoperability in the
Brazilian e-GOV systems. Each recommendation has been a refinement and an extension of previous

/ versions. These documents stay open for public analysis for a few weeks, so that experts as well as all

interested citizens have the opportunity to contribute to the improvement of the e-PING
recommendations.
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Yes

The development of the Airport Semantic Model framework aligned to the e-GIF for the Airport
Ecosystem information exchange. This work is being carried out under the auspices of the ACI-ACRIS
Workgroup. | am also applying this framework within the IATA Baggage XML Workgroup. BAA
Airports Limited is investing over 50 million pounds in a programme of Baggage transformation using
the framework

No

The Establishment of a National Interoperability Framework Covering all relevant aspects but initially
focusing on the technical aspects.

The framework used in the NJR project is discussed and approved between the different representatives
of each government and it's up to each local project to implement its own complaint framework. In
Portugal 100% of the framework is implemented. Keep in mind that this framework is not based on the
e-GIF initiative.

No

We are currently working on a new interoperability framework. There has not been a formal framework
previously.

No

We are undergoing a review of our standards through open consultation.

No

We don't have a task to cover all related topics - instead, we move forward step by step. As new projects
are established, framework is elaborated.

Yes

We finished work on all materials related to GIF. The new development cycle has been launched and we
are applying for project supervision. Since this is public procurement procedure we still do not have
results.

No

We have good coverage of EA and technical standards issues but semantic specifications and workflow
analysis is lacking. We are working to define and implement a framework for semantic definitions of
workflows and data which will support better integration from process analysis and reengineering all the
way "down" to technical specifications such as WSDL and XML Schema.

Yes

We now have a central service-oriented Interoperability Platform (iAP) that provides transversal e-
services that are focused on Citizens and Enterprise’s needs. This Platform allows information exchange
between Public Entities and broadens the communication channels between Public Administration and
Citizens. The iAP comprehends the following independent services: - Integration Platform - provides an
easy and integrated delivery of cross-cutting electronic services, becoming a cornerstone in the process
of administrative modernization; - Identity Provider (IDP) - allows authentication using the Citizen Card
in portals duly accredited and authorized for that purpose; - Payments Platform - allows the availability
and integrated management of multiple payment methods for different channels; - SMS Gateway -
Enables the sending and receiving SMS via short numbers between citizens and public administration
bodies, enlarging the number of available channels of contact for managing the relationship with
citizens. iAP has an ldentity Federation mechanism that allows Interoperability without compromising
Citizens personal information and a Canonical Data Model that allows Interoperability between different
systems with different data models. It also has a web service repository where all Public Entities can
chose the services they want to use. The IDP allows National and foreign Citizen Identification based on
elD card. Foreign Citizen Identification is accomplishing with Stork Project. Briefly IDP will allow
Single Sign-On between Public sites. iAP will also be the entry point that will allow to fulfil the EU
Services Directive. It is already prepared to do so.

No

working on defining the framework itself

No

You can never use the words all relevant topics this openly

Our IF does not reflect all the relevant topics, but unfortunately there's no maintenance or update planned
at this moment

SUMMARY OF COMMENTS FROM RUSSIAN COMMUNITY

Ans
wer

Comment in Russian Comment in English
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®opmupoBaHue ApXUTEKTYPHI SIEKTPOHHOIO
MIPAaBUTENBCTBA IS psifa cyorekToB PO Peanmsanus

Formation of the architecture of e-government
for a number of subjects of the Russian

HET. A moHsATHE "IIeKTPOHHOE TocynapcTBo" BooOIIe
npencraBisieT co00i HOHCEHC.

No HHOPACTPYKTYPHBIX 1 mpHKnatrsix UT cuctem Federation. Implementation of both
infrastructure and IT applications of e-
3IIEKTPOHHOTO TIPABUTEIIBCTBA.
government.
Amnanutnyueckast paboTa B 9KCHEPTHBIX TPYIIIAX. Analytical work in expert groups. The real work
PeanpHO# pabOTHI HYKHOTO 00BbEMa M Ka4ecTBa of required volume and quality of content in the
COJICp)KaHUs B CTpaHe He BEIETCS, TaK Kak Ha country is not conducted, because at the official
No odunmansHoM ypoBae ADI U ee MEXaHU3MEI HE level, e-government architecture and its
MPU3HAHBI U HE OpPraHu30BaHbl. Bemercs B mechanisms are not recognised and not
OTJENBHBIX TIPOEKTaX paboTa Haj 4aCTHBIMHA organised. Work on private architecture is
ApXUTEKTYPaMH, HO OHH SBIIAIOTCS 00bEKTaMU conducted in some projects, but they are
TPUHIMITHAIBHO JIPYTroro Macmradba. subjects of fundamentally different scale.
B Poccun HeT 0(UIHATBHOTO JOKYMEHTa In Russia there is no official document of the
No "apXHUTEKTypa IEKTPOHHOTO rocyaapcTsa” ecTh '_'archi_te_cture of e-government” is _only an
JIUIIB HEJOCTATOYHBIA JOKYMEHT "CHCTEMHBIH insufficient paper on "System project of e-
MIPOEKT 3JEKTPOHHOTO TpaBuTeabcTa - 2010™. government — 2010”.
Texymas pabota cocTouT B OTCYTCTBUM TeKyIlei Current work is the absence of on-going work.
paboTel. B Poccuut HET 1 He MPeABUICTCS TAKOTO : L2
No | rocyapersentioro nokymenTa, kax apxurexTypa Russia does_ not have and does not anticipate
5IeKTPOHHOTO TOCAAPCTBa, KaK H APXHTEKTYpa such_a public document as an elecjtronlc state
architecture or e-government architecture.
SIIEKTPOHHOTO TIPABUTEIIBCTBA.
HexoppekTthbiii Borpoc. [IpaBHIbHOTO OTBETA B Improper question. There is simply no correct
/ mepevHe mpocTo HeT, T.K. B Poccuu apxutextypst D11 | answer in the list, because in Russia there is no

e-Gov. architecture. And the notion of
"electronic state" in general is nonsense.

Q3: What is the most important element of an e-GIF?

GRAPHS

Semic.eu: n=78

Semic.eu

13%

Technical Profile

M Architecture H Others

B [nfrastructure Elements

Russia: n=4

Russia Community 0%

0%

Organisational description

SUMMARY OF COMMENTS FROM SEMIC.EU COMMUNITY

Summary of Comments on Semic.eu

All are important - impossible to select

All interop levels are important (legal, org, semantic, technical). Harmonization and transparency of
information needs to happen in all of them.
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Common information architecture including semantic interoperability specifications

Description of organisational goals, scope of interoperability (predefined cooperation partners or wider
interoperability), functions to be supported, classes of resources to be shared and/or exchanged, properties of
resources, value spaces; issues of security, persistence, maintenance and change management.

Homogenizing the "how" is a prerequisite. Then, we need to share common semantics.

I think you cannot choose the most important the one is quite meaningless without the others. If | have to
choose then it is 3 or C or option "Organisational description

In our opinion, there are three layers of e-GIF with almost equal significance: 1. Architecture (abstract
description of objects, interactions and restrictions) 2. Specification (detailed description of how technical
standards fit the architecture) 3. Implementation (concrete infrastructure object, i.e. applications, built in
conformity with specification) Because of it, we cannot prefer only one of choices mentioned above.

It is a combination of open standards, architecture and organizational guidelines

It is difficult to answer this question. The correct governance and the organizational interoperability are very
important

Legal interoperability and incentives to co-operate between organizations are key. When the intentions are clear
and agreed upon, architectural and technical interoperability issues are easy to solve.

Political support. Without that the rest is just IT.

Provisions for semantic and organisational interoperability.

Question should not be single answer

Semantics!

technical, organisational, legal and semantic interoperability

The most important factor, without doubt, is understanding and commitment from the potential user
community. The technical parts - e.g. as listed above - are valueless without commitment.

The National Interoperability Framework of Spain involves all the aspects shaping globally the interoperability.
Firstly, the organizational, semantic and technical dimensions referred in article 41 of Law 11/2007, of June 22,
are considered; secondly, it deals the standards stated for the interoperability in Law 11/2007, of June 22, as
well as the independence of the choice of technological alternatives and the citizens’ right to choose the
applications or systems to communicate with Public Administrations; thirdly, the common infrastructures and
services are considered as recognized elements of dynamization, simplification and dissemination of
interoperability also as facilitators of the multilateral relation; fourthly, the reuse of the applications of Public
Administrations, of the related documentation and of other objects of information, since the command

«share» appears in the interoperability definition stated in Law 11/2007, of June 22, and together with «reuse»,
both are relevant for the interoperability and are related to the policies of the European Union in connection
with the idea of sharing, reusing and collaborating; fifthly, the interoperability of the electronic signature and of
the certificates are considered; finally, it deals the preservation, as established in Law 11/2007, of June 22, as
declaration of the interoperability through time and that affects the electronic record in a singular way. In this
regulation the interoperability is referred as an integral process, where occasional actions or immediately
relevant treatments do not fit, due to the fact that the weakness of a system is determined by its most fragile
point and often this point is the coordination among individually suitable measures but inadequately assembled.

The right balance of all the above however focusing where there could be immediate results

Interoperability policies and principles, and an outline on the governance of interoperability

SUMMARY OF COMMENTS FROM RUSSIAN COMMUNITY

Comment in Russian Comment in English
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Kax MuanMym oO0beanHeHIe MeTomomornu
APXHUTEKTYPHI IPEAIPHUATHS U YTBEP>KACHHOTO
OPTaHHU3AIIOHHOTO OMHICaHMS (BKIFOYAIOIIETO
(hMHAHCHpOBaHUE apXUTEKTYPHOTO Mporecca), K
KOTOPBIM Ha CIIEAYIOIIUX dTanax g00aBIsoTCs
OCTaJIbHBIE JIOKYMEHTBI 1 MHCTPYMEHTAIbHBIE

As minimum, the union of both enterprise
architecture methodology and approved institutional
description (including the financing of the
architectural process), to which the remaining
documents and instrumental parts are added on the

next steps.
KOMIIOHEHTHI.
Bce nepeunciieHHOE paBHO3HAYHO BaXKHO. All of the above is important.
HerpamorHslii Borpoc. B cooTBeTcTBUE C© Illiterate question. In accordance with the
APXUTEKTYPHBIM TTOJXO0/IOM BaXKHbI BCE YPOBHHU: architectural approach all levels are important:
apXUTEKTypa JeaTeNIbHOCTH, CUCTEMHAs apXUTEKTypa activity architecture, system architecture and
1 TEXHOJIOTHUECKAs ApXHUTEKTypa. technology architecture.

Q4: What milestones are helpful in the national development of e-Government?

[Multiple choice]

GRAPHS Semic.eu; n=78 Russia: n=6

~ ML)

Full Government Support
Standards Profile

National e GIF

Common Architecture Principles

Shared Service Centres

Web Service Repository

National XML Metadata-Repository

SUMMARY OF COMMENTS FROM SEMIC.EU COMMUNITY

Comment

[Edit: First Group] (Impossible to answer more than one of the above even though the question implies
multiple answers). We believe that the following is important: 1. Creation of a national interoperability
framework 2. Information about which API:s/data is available from each agency and who to contact (displayed
on a central website). This facilitates reuse. 3. Harmonization on basic technical interop requirements (but not
too strict to allow for new technology) 4. Examples on how to implement recommendations in a NIF.

[Edit: First Group] 1. Marketing and Sales of the e-government 2. The metric foundations of e-Government
(costs, prices, ROI, users (usage), impact)

[Edit: First Group] All of the list’s milestones are helpful. Most important (any project should start with it) is
Full Gov. support. The first and the second milestones as, in my opinion, "a must" in any e-Gov dev. plan.

[Edit: First Group] All of them. | do not understand why the question is formulated plural, while only one
single answer is possible.
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[Edit: First Group] The first milestone should be getting a clear view on what already exists. The second
milestone should be identifying what can be built on top of existing best practices. The third milestone could be
to find out, what is currently missing, and filling in the blanks. The missing pieces will vary between countries.
Too many projects start from a clear surface and try to design a perfect world with single standards enforced to
all parties. This is a good approach in a company scale, but bigger enterprises tend to give everyone some slack:
they acknowledge that their field of operation is not homogeneous, and some diversity is necessary.
Nationwide, it is even more important to realize that one all-encompassing solution usually hinders more than
helps actual interoperability.

[Edit: First Group] Many of the above are not either/or options. All of these will be helpful.

any connection to other framework authorities is very helpful. Exchanging news and staff is also very
important. | can only choose a framework if I know how others decided and what are their experiences

Legal framework (primary and secondary legislation, agreement templates, SLAS) - necessary for cross-
departmental services - need to cover shared responsibility for service quality, financial aspects - online
payment etc.

Reference semantic model (at conceptual level, a way of expressing the core business knowledge)

Support for the creation of a national taxonomy (vocabulary) including definitions. There are some word lists
(no definitions) but there seems to be little encouragement to use them.

Support Open Standard and OSS

The main milestone for the development of eGovernment in Spain has been the LAW 11/2007, of 22 June, on
electronic access to Public Services for members of the public together with its related action plan.

[Edit: First Group] This should be possible to make multiple choice since you say milestones the answer is all
of the above [Edit: For the first group a technical issue did not let them perform multiple choices]

SUMMARY OF COMMENTS FROM RUSSIAN COMMUNITY

Comment in Russian Comment in English

Bce nepeuncinenHoe 1 emie MHOTOe (HarpuMep,
00y4ueHHe CIeNaINCTOB, OI[EHKA 3PEIOCTH
peanu3yeMbIX apXUTeKTyp, U 1p.), HO peaau3yemMoe B
MOpsiZIKe, OIpeeNiieMoM Ha 6a3ze MeTomonoruu u
OpraHu3anroOHHOTO MOJIOKEHNS.

All of the above and much more (e.g., training,
evaluation of maturity of implemented architectures,
etc.), but implemented in order based on the
methodology and Institutional arrangements.

OnsTh MII0XO0 MOCTABJICHHBINH BONIPOC M HEYIauHBIN
UHCTPYMEHTAPHUH ONPOCHUKA: MOJIE3HBIMU SIBIISIOTCS
HECKOJBKO 3TAIOB, 8 OTMETUTH CPa3y HECKOIBKO
HEBO3MOXKHO.

Again, bad question, and bad questionnaire tool:
useful are several stages, and it was impossible to
mark several ones.

Q5: Which department should have the lead in e-GIF development?
[Multiple choice]

GRAPHS Semic.eu; n=77 Russia; n=7
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Mix

1]
Cabinet Office

Ministry of Com munication / ﬂ
Technology

Ministry of Defence

Ministry of Interior

Ministry of Economics / Commer ce _
] 1 2

Ministry of Finance/Budget

SUMMARY OF COMMENTS FROM SEMIC.EU COMMUNITY

Comment

An independent institution with Interoperability competences directly dependent of the Cabinet Office

Any that has jurisdiction on Government wide information standards

Central Government Office for eCroatia

In our case the Ministry of Territorial Policy and Public Administration, with support of the Ministry of
Industry because of its competencies in relation to the development of information society in Spain.

In Portugal there is a specialized agency responsible for the national and international interoperability. It's
called AMA “Agéncia para a Moderniza¢do Administrativa” (http://www.ama.pt). It depends from the Ministry
of the State Presidency gaining transversal autonomy.

It will depend on the national legislation and existing infrastructure. Critical success factor: CIO must have
direct report line to the prime minister or the president of the country.

Ministry of Innovation, Science and Culture

Ministry of Public Administration

Prime minister, otherwise how could we arbitrate and enforce the directions?

Private sector representation is also important. Both citizens and companies should be able to express their
wishes, needs and requirements for the interoperability framework.

Since usually departments have their own authority over development of such frameworks they will need to
cooperate.

The pressure needs to come through departmental CIOs to ensure buy-in.

The question is ill-founded. There is no reason to suspect that the question can be answered meaningfully in the
general case, or at least not with the answers presented here. The best answer is probably something like "the
department which has the most appropriate and available skills needed" - but that department will vary from
country to country.

This depends on local circumstances and culture. In any case, a central agency to promote and maintain the use
of common standards, vocabularies, and tools is necessary.

SUMMARY OF COMMENTS FROM RUSSIAN COMMUNITY
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Comment in Russian

Comment in English

Amnnapar [IpaButensctsa PO

Russian Federation Government

emnecoobpazHo onpenenuts CrienuansHOe
ApxuTeKTypHOE OI0pO B cocTaBe Ammapara
IIpe3nnenTa, KOTOpOE OOBEANHUT MEXAHU3MBI,
CBONCTBEHHBIC YKa3aHHBIM BBIIIE BEJOMCTBAM, a
TaroKe MpeJCcTaBUTENIeH IPaskIaHCKOTO O0IIECTBa IS
TOTO, YTOOBI COETUHSATH MTOJUTHYECKHE U
CTpaTernuecKkue Heiu, TEXHUUECKHe HHHOBAIUN 1
TpeOOBaHUs CTaHAAPTU3AIMH, ACTIEKTHI
9KOHOMUYECKOH L1eNIecO00pa3sHOCTU U
npodeccroHaNBHBII KOMIUIEKCHBIH apXUTEKTYPHBIH
nporecc.

It is advisable to determine the special architectural
office in the Office of the President, which will unite
the mechanisms inherent to the above mentioned
departments, as well as representatives of civil
society in order to connect the political and strategic
objectives, technical innovation and standardisation
requirements, aspects of economic appropriateness
and a professional comprehensive architectural
process.
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Q6: Which part should be stressed more in the framework document?

GRAPHS Semic.eu: n=73 Russia: n=7

Russia Community
0%

Semic.eu

8%

Technical ™ Organisational =~ Semantic ®Legal mOther

SUMMARY OF COMMENTS FROM SEMIC.EU COMMUNITY

Comment

All of them are important:

#1 Services provided are identified; also administrative units. Inventory of administrative Procedures and
services provided: in the General State Administration done with System of Administrative Information
(SIA). Inventory of administrative and registry offices: Done through the Common Directory — Directorio
Comun); and associated codings (Something equivalent would be the IMI DB of competent

authorities). Interconnection of registry offices: Done through the system called SIR.

#2 Services are available through the administrative network; conditions of use are known (published).
Development of supporting instruments: Role of Intermediation services (SVD).

#3 The role of “interoperability nodes” is recognized. Entities that provide 0P services (Org., Sem., tech.) on
behalf of others. 10OP nodes notably simplify organizational interoperability. Intermediation services: facilitate
the access to BASIC REGISTRIES (e.g. Identity, Residence, Cadastral information, Tax information Social
Security information, Education titles...). Some kinds of nodes are usually needed: STESTA LDCPs, STORK
PEPs...

#4 Semantic assets are published and used. Share, reuse and collaborate around a collaborative instrument
equivalent to SEMIC.EU (currently under development).

#5 Use of standards. Legal basis: (EU) D.98/34/C, national (Law 11/2007)... + Additional criteria (inspired in
CAMSS). Catalogue of standards for IOP and rules of maintenance under development.

#6 Common infrastructures and services are available, used and linked with equivalent ones — Local-&
Regional-& National-& EU.

#7 In particular, all P.A.s are connected through adm. Network and equivalent networks — Local-& Regional-
& National-& EU Administrative Network (Red SARA) connected to STESTA.

#8 eldentification, eAuthentication and eSignature are interoperable in an scenario of diversity (CSPs,
certificates, ...) Electronic Identity Card (DNI-e). Platform of validation services @Firma: & 100 types of
certificates of & 15 providers (national and int.) used by & 500 entities of Public Administrations. STORK for
cross border interoperability.

#9 Conditions for interoperability of eDocuments are defined. There is a common understanding about
eDocument and eFile. There are agreed XML structures for exchange of Documents and Files.

#10 Share, reuse and collaborate — Local-& Regional-& National-& EU: There are collaborative instruments
linked with equivalent ones.

all of them equally
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All of them. Each of the parts has to be stressed over the others depending on the moment of eGIF development.

All of those.

has to be resolved.

Both legal and organizational aspects are the critical ones. Semantic and technical can be dealt with through
cooperation with providers (internal and external). The political aspect need not be stressed in the document, but

Methodology

Policy without direction/strategy the others fall

Question is not single answer

Real solutions to overcome the barriers. There has already been a lot said about the principles, but clearly the
barriers continue to prevent significant progress being made.

semantic interoperability level is important.

That depends on the context. In Sweden we need to stress legal interoperability transparency as we have a lot of
regulation concerning intra-agency information exchange. To minimize erroneous use of information the

The framework document must be well-balanced mix of all aspects mentioned above ...

most.

We use framework to mean a strategic grouping of standards. The logical grouping needs to be stressed the

SUMMARY OF COMMENTS FROM RUSSIAN COMMUNITY

Comment in Russian

Comment in English

B cootBeTcTBHH C (hyHAAMEHTAIBHBIMH U
CTaH/IAaPTU30BAaHHBIMHU OIIPEICIICHUAMH, & TAKKE
MepeIOBOH MPAKTHKOM B JIOKYMEHTE apXUTEKTYPBI
AJI" momxHO OBITH YAEICHO BHIMAHKE B IEPBYIO
odepelb KOMITIEKCHOMY TI0/IXOAY, COCTOSIIEMY B
COYETaHUH U [IEJOCTHOM OIHCAHWH BCEX YKA3aHHBIX
BBIIIIE U HEKOTOPBIX JOOABOYHBIX ACIIEKTOB.

According to basic and standardised definitions and
best practices in the e-government architecture
document attention should be given in the first place
to an integrated approach, consisting of both
combination and consistent description of all the
above and some additional aspects.

OnsATh NOKEH MOCETOBATh HA HEKOPPEKTHYIO
(dhopmynupoBky Bompoca. Ecnu peus unet 06
apxurektype 11, To Hy)HO paboTaTh U yIenaTh
BHUMAaHHE BCEM apXUTEKTYPHBIM YPOBHSIM (CM. OTBET K
Bompocy 5). KctaTtu. TepMuH acneKTs 371ech
HEKOppEKTEH, He roBops yxe npo T.H. ADI. K tomy
JKe, B BOIIPOCE pedb, BUIMMO, J0JDKHA UATH 00
MHTEpOIepadenbHOCTH, a He 00 apxurtekType OI1.
WmenHO 171 MHTEpOIIepabebHOCTH M HYKHO BECTH
peub 00 obecriedeH Ha HOPMATHBHO TIPaBOBOM,
CEMaHTUYECKOM, OPIraHU3AI[IOHHOM U TEXHUYECKOM
ypoBHsX. Bee 370 - He GoJiee 4eM apXUTeKTypHBII
ACTIEKT B3aWMOJICHCTBHS ¥ HHTETPALINH.

Again should complain to the incorrect formulation
of the question. If we are talking about the
architecture of e-Gov., then you need to work and
pay attention to all the architectural level (see answer
to question 5). By the way, the term aspects is
flawed, not to mention the so-called e-state
architecture. Besides, the question probably should
be about interoperability and not about the
architecture of e-government. That is for
interoperability there is need to talk about provision
on the regulatory framework, semantic,
organizational and technical levels. All of this - no
more than an architectural aspect of the interaction
and integration.
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Q7: Who should participate in a standards body? [Multiple choice]
GRAPHS Semic.eu: n=76 Russia: n=7
Other
Citizens

Vendors

Scientists

Business

Politicians

k T T T T T
0 10 20 30 40 50 60 70 0 1 2 3 4

un
m

SUMMARY OF COMMENTS FROM SEMIC.EU COMMUNITY

Comment

A group of IT-competent people who understand the needs of public services and can argue for what is best for
public services as opposed to commercial interests. This group should be in the majority. The issue of
standardisation has been over-emphasised. What is required is a moderately long list of open standards that
truly enable interoperability. Vendors of proprietary software/hardware will quickly make modifications as
needed in order to comply with open standards.

Actually you need political decision makers and all stakeholders in order to adopt AND implement standards. |
would recommend two tier structure + thematic working groups. Final decision should be made by a
government advisory group consisting of politicians and CIOs from the most important departments (internal
affairs, public administration, departments responsible for the citizen, land and company registers) + national
CIO if there is one. Operational committee should comprise business practitioners, vendors, scientists and
representatives of NGOs. It should prepare final drafts of documents for adoption by the government advisory
group. Actual documents should be prepared in thematic working groups under the jurisdiction of the
responsible department, and include all stakeholders in an open way (like any standardization technical
committee) in order to make best use of the available knowledge and experience and also service users' business
requirements.

Administration personnel

Archivists, Information Scientists, Librarians and Technologists

Civil servants

Depends on the scope of the committee. IT standards for the public sector? In that case civil servants, business
practitioners and vendors may be suitable.

Civil servants

Experts

In France, the Commission Nationale Informatique et Liberté (CNIL) should be involved. CNIL is an
independent authority whose mission is to protect the individual privacy and the liberty within the digital world.

It depends on what a "standardization committee" is supposed to do. It can work on various levels, e.g.
coordination of standardization of policies, harmonization of organizational procedures, choice of semantic and
syntactic standards. In the area of technical standards, please don't develop new standards; use existing open
standards as much a s possible.
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IT's

Open participation to all voluntary parties.

Or selected lobbies of the mentioned participants. The selection of participants or lobbies depends on the scope

of standardization.

Politicians have to play a role of sponsorship. Definitely avoid the involvement of vendors in this committee.
That would be a fault, with respect to ethics and efficiency. Vendors certainly must be involved but in a proper

way.

Public Administration experts

Technicians: Programmers/Architects/Semantic experts etc. Maybe that's meant by "scientists

The good answer in the end is: all. But, in order of priority: 1. business practitioners 2. Citizens 3. Vendors 4.

Scientists 5. politicians

There are multiple levels here

SUMMARY OF COMMENTS FROM RUSSIAN COMMUNITY

Comment in Russian

Comment in English

TOCCITyXaIlue

civil servants

B ADI" crannapTusyoTcs pa3Hble acnekTsl DI u ero
cucteM (Hampumep, TpeOOBaHUS K OTPEOUTEIECKIM
Ka4ecTBaM IIPOIIecCca OKAa3aHMsI HIICKTPOHHBIX YCIIYT,
TpeOOBaHMUs K 3PrOHOMHKE HHTEP(HEHCOB KOHEUHOTO
MOJTb30BATeIIsl, TPEOOBAHUS K TEXHHYECKAM
uHTep(eiicaM u nMpouesypaM COBMECTUMOCTH CHCTEM
ST, u ip.), TO3TOMY KOMHTET (WJIM MHAsI OPT.
CTPYKTYpa) 10 CTaHAAPTH3aLNH JOJDKEH HMETh B
CBOEM COCTaBe IIpeJCTaBUTeNel BceX yKa3aHHBIX
BBIIIIE TPYIII, a TaKXKe HH)XeHepoB B obmactu UT,
IOPHCTOB, MH)KEHEPHBIX IICUXOJIOTOB U CIIELHAINCTOB
M0 CTaHJAPTH3AIMHU (CIIUCOK HE HCUEPIIBIBAIOIIHHN).

In e-government architecture various aspects of e-
Gov. and its systems are getting standardised (e.g.
requirements for consumer qualities of e-services,
ergonomics requirements for end-user interface,
requirements for the technical interfaces and
procedures, interoperability of e-government, etc.), so
the committee (or other org. structure) for
standardization must be composed of representatives
of all the above groups, as well as engineers in the
field of IT, jurists, engineering psychologists and
experts on standardization (the list is not exhaustive).
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Q8: Which dimension causes most interoperability problems?

GRAPHS

40%

Semic.eu: n=77 Russia: n=7

Semic.eu Russia Community

W

39%
’ 29%

B Technical Organisational Semantic MLegal

28%

SUMMARY OF COMMENTS FROM SEMIC.EU COMMUNITY

Answ Comment

er
80% of all problems we faced in our e-Gov project are purely organizational. Sometimes it is almost

Org impossible to set different system holders around the same table. Also it is necessary to "buy-in"
technical staff and vendors, which supplies IT/support IT in many orgs.

Org All dimensions have problems. But they are different
Almost every organisation thinks it should be ruling the framework process. But in fact that results in a
bad practice. It would be much better if only one organisation is in charge. And then again you need to

Org . A
have more exchange between framework-in-progress-initiatives and the ones that have already made
one.

or Assigning responsibilities and accountability for adopting standards in all applications within each

g agency of the public administration.

Because laws are not harmonized, so the semantics is not harmonized. As a consequence the systems

Leg and the organizations remain unable to work towards each other and interoperability of all other kind
remains at least problematic.

Tec choosing interface in non-adequate
Commonly there are no exact borderlines between responsibilities and competencies of particular

Org actors in e-Gov. processes. The result is huge amount of minute problems (of course, legal aspect plays
the role, too)
Data sharing among Public Entities evolves major organizational changes in the way Portuguese Public

Org Services operate. So in my opinion this dimension causes most problems and these problems must be
overcome with a strong political leadership

Sem definition are different depending on the different domains

Sem Definitional problems are hard to resolve ex post; if not impossible.

Le Depending on the regulation it may be impossible to re-use information from one agency in another

g agency in a service oriented way.
Org Different cultures of different actors
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Different governmental entities from each country have different goals and different understanding of

Org concepts, mostly for historic reasons. There is also the empowerment of each country and its ability to
push changes to the less empowered representatives.
Leg Different legislations among the interoperating parties make agreements impossible.
Sem Different meanings of things (mostly because of communication/translation issues).
Sem Difficult to classify
Sem Flaws in all dimensions may hinder interoperability, but the first one in the sequence is the lack of a
common understanding.
Sem Heterogeneity of information, merging information systems, mapping knowledge organization
systems.
Sem I do not think they cause the most problems but I do think it the base for all the others.
If two persons want to communicate the first question is : what are we speaking of? Even legal
Sem - S .
problems can be studied only once this point has been fixed.
In the recent past various approaches for the technical and the semantic dimension has been developed.
Org Today’s challenge is to realize these approaches. In this context especially the organizational and also
the legal dimension are the problem.
Interop problems are mostly caused by the sheer number of interconnects. There are plenty of
Tec examples of technical, organisational and semantic problems but it's the volume of each that
overwhelms.
or Interoperability requires cooperation between the stakeholders, and organization problems appear to be
g the major hurdle to cooperation between public authorities (at any level, not just the technical)
or It is necessary to create a context for multilateral interaction in order to avoid the proliferation of
g bilateral scenarios and solving the same problems n times. This requires legal basis and agreements.
or lack of proper guidelines, templates, etc. for creating interoperable solutions; maybe the added value of
g providing interoperable services and interfaces is not adequately articulated
Sem Lack of semantic definitions of both services, workflows and data hinder interoperability and creation
of shared services.
lack of semantic interoperability: between different domains, between different states, .... lack of
semantics which can be referenced for certain tasks lack of simple referencing system (like linked data
Sem . . . .
note: referencing system needs to be standardized to be useful. reference sources can be diverse but
must be distinct)
Many organisations do not have the requisite technical, legal and organisational/managerial skills to
Org drive interoperability forward. A strong political will is essential - as is the recognition that this is an
organisational problem, not an IT problem.
Sem meta data of the e government entities
Sem multi script, multi-language
Mutual assistance regulation could block a direct interoperability in the law enforcement sector;
Leg intelligence provision is ok but evidence of crime hand-over in preparation for a court-case still has to
go through mutual assistance to be accepted in the respective jurisdiction.
Org No clear responsibility of Business domains. Overlap of business domains
Not all the solution use open standards (which is the key factor in interoperability), so this solution
Tec . -
remain closed to the other and also the data, knowledge remain closed.
Organisational and procedural inconsistency, lack of common understanding among depts. and sectors,
Sem , \ . . .
bush' evolution of localized standards or quasi standards.
Org Organisational barriers, lack of cross-organisational understanding, organisational self-interests
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Sem

Organisations tend to invent their own vocabularies rather than sharing. Hence linking between them is
limited.

Sem

Organizational (trust, competition, ..) and semantic (context-dependence of all the meaning of all data).

Org

Organizations tend to optimize processes from their own perspective - and ignore the common good.
Organizations should be given incentives to co-operate. Sometimes a legal process is necessary, but
usually other methods should be exhausted first.

Org

Organizations will be better able to better communications. Communication should be established.

Org

Organizations’ interests and goals alignment are complex. Organizational change management is key.

Sem

Question is not single answer

Sem

same description - different meaning

Sem

Semantic problems cause the most problems because they are invisible.

Sem

Technical problems is just a matter of budget Organizational and legal dimension cannot successfully
be attacked until semantic standards are set, accepted and being implemented

Tec

Technique is the foundation of interoperability. E-government solutions must be based on open
standards to allow greater control. However, the framework should be scalable in order to open up
innovation. These require a relationship between the IT companies and administration. Other
dimensions of interoperability are difficult to treat, | think particularly to the organizational,
interoperability needs changes in practice.

Org

The missing culture of service provision (Strategy, Development, Transition, Operation and
Contiguous Improvement)

The number of interoperability problems is not that significant. Imho it is more important to note that
legal, organizational, and semantic problems are usually harder to resolve than technical problems,
where many useful standards exist.

Leg

There is a need for cross departmental services that pose problems of jurisdiction, sharing of risks,
responsibilities and funding. There is also a political dimension. Different departments may have
different priorities and vision for sequencing of development. There is a need to establish cross-
departmental priorities and resolve a problem of funding and coordination of development for services
that cross department boundaries. Political, legal and organizational dimensions are the more difficult
ones. Technical and semantic problems are often only used as an excuse when political and
organizational issues are not resolved.

Sem

There is often ambiguity in definitions between government departments, local government and
agencies. This leads to many problems in interoperability and prevents appropriate sharing of data

Sem

Unclear direction of whole government development. You need clear and common security policy,
XML formats for most common cases. You also need one communication point (more organization
part). Where you send information only once. For example you change your permanent address and all
necessary parts are informed, like police to give you need ID card, new health insurance card, ... .

Org

Unless absolutely required by business needs, solutions almost always do not take account of the
potential for interoperability, using whatever provides the required capability at lowest cost. This is
very common even within individual government departments. | believe one key reason for this is that
there is no clear way of quantifying the future benefits of interoperability. Therefore, even if there has
been some initial encouragement towards interoperability, ultimately the commercial decision will
justify ignoring this aspect.

Leg

Who is allowed to do what when is most problematic. Including data protection issues

Org

People than do not collaborate with other institutions or departments, because they think that their
"business" is so much different or with only a few common points.

Sem

Technical interoperability is never finished, but we know how to handle issues. Semantic
interoperability is the next step and a huge challenge. It is a premise for organizational i.o.

Tec

You cannot communicate if you do not know technically secure it, even if you speak the same
language.
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Org Degradation of local social and political environment (Hungary)
Technical and semantic interoperability might be reached but what they need to run are always work
processes to organize the work of human beings. Therefore, | see the crucial part in the organization. If
Org the organization runs well then all other problems can be solved, it is the basis for any other activities.

It might have less influence on the legal framework which is probably the most difficult to manage.
But in my opinion the problems arise from the organization.

SUMMARY OF COMMENTS FROM RUSSIAN COMMUNITY

Comment in Russian

Comment in English

OTCYTCTBI/Ie MCXaHU3MOB KOOpAUHAIINU
(l)OpMI/IpOBaHI/IH QJICKTPOHHOI'O MMPAaBUTCIILCTBA.

Lack of coordination mechanisms for building e-
government.

OpraHu3alliOHHBIN acTeKT, COCTOSIINI B OTCYTCTBUU
IUTAHOBOM OpHEHTAIMU OpraHu3auui (MoIKpenIeHHON
KOHTPOJIMPYEMBIMU II0KA3aTEJIIMU PE3yJIbTaTUBHOCTU
Y TIPOM3BOANTEIHHOCTH TaKOH NESTEILHOCTH) Ha
COBMECTHYIO I€ATENLHOCTh Pa3HBIX BEJOMCTB U €€
obecrieueHre 0OOMEHOM "CBOMME" TaHHBIMH. A yXKe
JUTSl 00eCTIeYEeHHsI TAKOH OpPHEHTANN MOXKET M JOJDKHA
OBITH OCYIIIECTBIICHA ITOJIEPXKKA U IPYTUX ACHEKTOB
COBMECTHUMOCTH (HOBBIC PETJIAMEHTHBIE TOKYMEHTHI,
(hopmupoBaHuE OOIINX CEMaHTHUECKUX MOJEIICH, U
T.IL).

Organizational aspects held in the absence of a
planned orientation of organizations (backed by
controlled performance indicators and performance
of such activities) on the joint activities of different
agencies and ensure the exchange of "their" data.
And already for provision of such guidance the
support of other aspects of compatibility can and
should be implemented (new routine documents, the
formation of common semantic models, etc.).

WnTterpanus nHPOPMAIMOHHBIX CHETEM B PECYPCOB —
3TO B NEPBYIO OYEPEab MHTETPAIUs CMBIIIOB.

The integration of information systems and resources
- it is primarily the integration of meanings.

B Poccun oTcyTcTBYeT IEpCOHOPUIIMPOBAHHBIIH
rOCYJapCTBEHHBIN OpraH , OTJIMYHBIA OT
[TpaBuTenscTBa, HO, BO3MOKHO, BXOSIIUN B
[IpaBuTENbCTBO U HAJEAEHHBIN TIOTHOMOYHUSAMH 110
MPUHATHIO PELIEHUHN 110 MEXBEJOMCTBEHHOM
COBMECTHUMOCTH MH(POMAIITMOHHBIX CUCTEM,
00s13aTeNFHBIX U BCEX MUHHACTEPCTB U BEIOMCTB.
Her takoro moHATHS Kak BBICIIEE (enepaibHOe
nmomkHoctHOE o o UKT (3-mpaBurenseTBy, 3-
TOCyIIapCTBY -- Kak yroxHo). Tompko uto (Derpainpb
2011 r.)mosiBrmcst mokyMeHT 1o TpeGoBaHHAM K
CHUCTEME MEKBEJJOMCTBEHHOTO 3JIEKTPOHHOTO
B3anMmoieiicteusa (CMOB) 1 o BHEAPEHUIO IS
BHYTPEHHUX HYK]l MUHUCTEPCTB U BEIOMCTB
AIEKTPOHHOTO JJOKYMEHTOO0O0POTA, a TaKasi CUCTEMa
KaK MEKBEJIOMCTBEHHBIN 3JIEKTPOHHBIHN
JIOKyMEHTOO0OPOT, TaK ¥ He 3amyIieHa.

In Russia there is no personified public agency other
than the Government, but probably included in the
government and empowered to make decisions for
interagency interoperability information systems
mandatory for all ministries and departments. There
is no such thing as a higher federal officer on ICT (e-
government, e-State - as you like). Just (February
2011) appeared on-demand to the system of inter-
electron interaction (SMEV) and the introduction to
the internal needs of ministries and departments of
electronic documents, and such a system as an inter-
agency electronic document is not running.
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Q9: Who can lead a supranational framework?
GRAPHS Semic.eu: n=15 Russia: n=3

Semic.eu Russia Community

20% l

60%
0% 0%
0%

H No way European Institution ™ European Consortium
Global Body ® Other

0%

33%

SUMMARY OF COMMENTS FROM SEMIC.EU COMMUNITY

Comment

I am not definite on this point. A lead by an European institution would be a (easy?) first step, but is it enough?
What kind of global institution could lead an efficient global cooperation? United Nations Organization (UNO)?

We have many open standards. Anyway till we will have different countries with different rules we will need
different formats. General technical approach based on open standard is feasible. In areas like encryption,
document format (XML), ...

Q10: Which element can solve some main problems of inter-/national

interoperability quickly?
GRAPH Semic.eu: n=10

0% Semic.eu

0%

10%
50% '
Dictionary Repository
W Interoperability Framework B Common Architecture Models

m Other



Q11: Is it possible to use corporate sector experience for e-Government sector?

GRAPH Semic.eu: n=9

Semic.eu

H Possible Maybe H No
Q12: Where is it possible to use corporate sector experience for e-Government
sector? [Multiple choice]

GRAPH Semic.eu: n=9

Others
Continuous Im provement Process

Outsourcing

Process Reengineering

E-commerce

Service Oriented Architecture

Enterprise Architecture

Process view

SUMMARY OF COMMENTS FROM SEMIC.EU COMMUNITY

Comment

Motivational models, creation of benefits for the "customer" (the citizen).
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Q13: Which standards do you trust more?

GRAPH Semic.eu: n=9

Others
Open Source
Open Standards (free of charge)
Open Standards (Open prozess)
Were you are represented *
Industry de-facto
Consortia/Communities |
International de-jure
European de jure
o] O,I5 1 15 2 2

National dejure

=

Q14: Are you still committed to the following things? [Multiple choice]

GRAPH Semic.eu: n=9

Others
Ontologies

Object-orientated Programming

S0A

CBSE #
Integrated Government
One-stop governm ent
Enterprise Architecture
o 1 2 3 4 5 B 7

SUMMARY OF COMMENTS FROM SEMIC.EU COMMUNITY

3

Comment

model-driven architecture (MDA),UN-CEFACT UMM

ORM, NIAM, SBVR, UML, object-oriented analysis, object-oriented modelling, aspect-oriented modelling,

37




Q15: Is your framework / are your regulations mandatory?

GRAPH Semic.eu: n=9

Semic.eu

HYes MYes, but we change No, but we change

No
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I11. Abbreviations

BELGIF
CClI

e-GIF

EA

EIF

G2B (A2B)
G2C (A2C)
G2G (A2G)
G2N (A2N)
HTML
HTTP

ICT

OIo

PEGS

RGI
RM-ODP
SAGA
SAGA.ch

UK e-GIF

Belgian Government Interoperability Framework

Cadre Commun d’Interopérabilité (part of the French e-GIF RGI)
e-Government Interoperability Framework

Enterprise Architecture

European Interoperability Framework

Government-to-Business

Government-to-Citizens

Government-to-Government

Government-to-Non Profit Organisation

Hypertext Markup Language

Hypertext Transfer Protocol

Information and Communication Technology

Offentlig Information Online (Danish series of interoperability artefacts)
pan-European e-Government Service

Référentiel Général d’Interopérabilité (French e-GIF since 2009)
Reference Model of Open Distributed Processing

Standards and Architectures for e-Government Applications

Standards and Architectures for e-Government Applications Switzerland

e-Government Interoperability Framework of the United Kingdom
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